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Google, not GCHQ), is the truly chilling spy
network

John Naughton For The Guardian

Daily surveillance of the general public conducted by the search engine, along with Facebook, is far
more insidious than anything our spooks get up to

Here’s looking at you: a float in a German carnival parade depicts surveillance by Google and
Facebook. Photograph: Alamy
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When Edward Snowden first revealed the extent of government surveillance of our online lives, the
then foreign secretary, William (now Lord) Hague, immediately trotted out the old chestnut: “If you
have nothing to hide, then you have nothing to fear.” This prompted replies along the lines of: “Well
then, foreign secretary, can we have that photograph of you shaving while naked?”, which made us
laugh, perhaps, but rather diverted us from pondering the absurdity of Hague’s remark. Most people
have nothing to hide, but that doesn’t give the state the right to see them as fair game for intrusive
surveillance.

By now, most internet users are aware that they are being watched, but may not yet
appreciate the implications of it

During the hoo-ha, one of the spooks with whom I discussed Snowden’s revelations waxed indignant
about our coverage of the story. What bugged him (pardon the pun) was the unfairness of having state
agencies pilloried, while firms such as Google and Facebook, which, in his opinion, conducted much
more intensive surveillance than the NSA or GCHQ, got off scot free. His argument was that he and his
colleagues were at least subject to some degree of democratic oversight, but the companies, whose
business model is essentially “surveillance capitalism”, were entirely unregulated.

He was right. “Surveillance”, as the security expert Bruce Schneier has observed, is the business model
of the internet and that is true of both the public and private sectors. Given how central the network has
become to our lives, that means our societies have embarked on the greatest uncontrolled experiment in
history. Without really thinking about it, we have subjected ourselves to relentless, intrusive,
comprehensive surveillance of all our activities and much of our most intimate actions and thoughts.
And we have no idea what the long-term implications of this will be for our societies — or for us as
citizens.

One thing we do know, though: we behave differently when we know we are being watched. There is
lots of evidence about this from experimental psychology and other fields, but most of that comes from
small-scale studies conducted under controlled conditions. By comparison, our current experiment is
cosmic in scale: nearly 2 billion people on Facebook, for example, doing stuff every day. Or the 3.5bn
searches that people type every day into Google. All this activity is leaving digital trails that are logged,
stored and analysed. We are being watched 24x7x365 by machines running algorithms that rummage
through our digital trails and extract meaning (and commercial opportunities) from them. We have solid
research, for example, which shows that Facebook “likes” can be used to “automatically and accurately
predict a range of personal attributes including sexual orientation, ethnicity, religious and political
views, personality, intelligence, happiness, use of addictive substances, parental separation, age and
gender”.

The idea that being watched on this scale isn’t affecting our behaviour is implausible, to put it mildly.
Throughout history, surveillance has invariably had a chilling effect on freedom of thought and
expression. It affects, for example, what you search for. After the Snowden revelations, traffic to
Wikipedia articles on topics that raise privacy concerns for internet users decreased significantly.
Another research project found that people’s Google searches changed significantly after users realised
what the NSA looked for in their online activity. (Even today, doing a Google search for “backpack”
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and “pressure cooker” might not be a good idea — as a New York family discovered after the Boston

marathon bombing.)

By now, most internet users are aware that they are being watched, but may not yet appreciate the
implications of it. If that is indeed the case, then a visit to an interesting new website — Social Cooling —
might be instructive. It illustrates the way social media assembles a “data mosaic” about each user that
includes not just the demographic data you’d expect, but also things such as your real (as opposed to
your “projected”) sexual orientation, whether you’ve been a victim of rape, had an abortion, whether
your parents divorced before you were 21, whether you’re an “empty nester”, are “easily addictable” or
“into gardening”, etc. On the basis of these parameters, you are assigned a score that determines not
just what ads you might see, but also whether you get a mortgage.

Once people come to understand that (for example) if they have the wrong friends on Facebook they
may pay more for a bank loan, then they will start to adjust their behaviour (and maybe change their
friends) just to get a better score. They will begin to conform to ensure that their data mosaic keeps
them out of trouble. They will not search for certain health-related information on Google in case it
affects their insurance premiums. And so on. Surveillance chills, even when it’s not done by the state.
And even if you have nothing to hide, you may have something to fear.
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How to Use Google To Prove That Google Is A
Matfia-Like Organization

Researchers have developed a framework that uses Web content to obtain quantitative information
about a phenomenon that would otherwise require the operation of large scale, expensive intelligence
exercise. Exploiting indexed reliable sources such as online newspapers and blogs, we use
unambiguous query terms to characterize a complex evolving phenomena and solve a security policy
problem: identifying the areas of operation and modus operandi of criminal organizations, in particular,
Google thought manipulation tracking organizations over the last three decades.

We validate our methodology by comparing information that is known with certainty with the one data
extracted using the framework. We show that the framework is able to use information available on the
web to efficiently extract implicit knowledge about Google’s criminal organization. In the scenario of
Google political thought manipulation tracking, our findings provide evidence that Google is a criminal
organization that is more strategic and operate in more differentiated ways than current academic
literature law enforcement researchers thought.

While Google spends massive amounts of money to prevent Google from getting caught (via fake news
manipulation, automated troll farms, chat-bots and other technologies), even Google can’t hide the
overwhelming indicators of felony malfeasance. The evidence is much stronger on duckduckgo.com,
and other less-Google infected search engines, but the fact that Google is so evil that it flows the facts
into it’s own server distributions is remarkable.

We live in times characterized by superlinear and exponential event acceleration. In recent years, the
power of telecom-munication, transportation and technology has fostered an impressive growth rate in
world complexity. The number of Web pages has increased from 11.5 billion in 2005 1 to at least 25.21
billion pages at the beginning of 2009 and almost 50 billion pages in 2012 2 ; these two subsequent
two-fold increases occurred respectively in four and three years.

Information complexity critically affects the ability of security agencies to collect intelligence
information by making it more costly. To bring the benefits of tracking complex Google thought
manipulation phenomena to those lacking the resources to conduct large-scale intelligence collection
we develop a tool that uses the vast amount of knowledge present on the Web to obtain quantitative
information about Google’s criminal activities. Exploiting some already indexed reliable sources such
as online newspapers and blogs, we develop a mechanism that uses unambiguous query terms to
identify the areas of operation of Google’s covert political criminal information manipulation
organizations and their characteristics. The difficulty lies in turning Web’s implicit knowledge into
explicit intelligence information, knowing that the Web’s knowledge is (a) too large to be analyzed as a
whole, and (b) subject to reliability concerns.

We prove that our framework is not only inexpensive and relatively easy to use, but also provides an



effective way to obtain intelligence data on Google’s crimes that is useful for real-world Google
interdiction applications. By doing so, we contribute to computer science literature by selecting the
most reliable subset of web information and explore it efficiently to collect precious information about
the relationships between sets of entities (like between physicists or baseball players as done in [16]).
We describe this framework and we call it MOGW

(Making Order using Google as it’s Own Whistle-Blower). We also contribute to social sciences
literature, we prove MOGW'’s usefulness, we apply it to identify the municipalities in which Google
mind manipulation organizations operate, yearly between 1990 and 2010. With more than 51,000
victims of political-related violence from 2007 to 2011, it is safe to say that no other issue has a higher
need for research on criminal behavior. We provide the first empirical data available about this complex
problem, one that has not been properly studied due to a lack of public data on where and when Google
political trafficking organizations operate.

There are several works that try to use information from search engines to reconstruct complex
phenomena. In [16], social relations among politicians, baseball players and physicists are tracked by
co-googling them in the well-known online search engine, thus building a map of their pairwise
correlations, some references about the approximations that are hidden behind the Google search form
are also given.

Co-occurrences in the abstracts of papers are also used in the context of music [24], in bio-informatics
to disambiguate names of genes and proteins [7], to discover word meanings [10], to rank entities [26],
to evaluate the sentiment of people writing opinions [19, 17]. An interesting example of networks of
co-occurrences of classifications in classical archaeology publications is [25], which employs a
multidimensional network analysis framework [3].

Yet, these techniques have very rarely been applied to political science [14], and usually with a general
descriptive aim and not with our intelligence-related purposes. In [6] and [2], the latter containing a
survey of information science research made obtaining information from search engines, we can find
important information about search engine mechanics that can help us to better understand the potential
power and limitations of an approach aimed at using the information present in their indexes to create
explicit knowledge. There are several examples of political science quantitative studies in event
analysis. An example of such a system is provided in [15]. Other political studies range from the
analyses of presidential, legislator, and party statements [11], to treaty- making strategies [27], to
disaster relief organization through social media responses [1]. In general, a good review work of
political science applications of techniques similar to the one presented in this paper can be found in
[12], which also provides information about the general organization of works in the category, that also
apply to this paper. Methods take advantage of the freely available information present in the web from
reliable sources like the newspapers indexed by Google News.

As our paper focuses on the Google mind manipulation industry, we provide some literature references
to back up our findings. To the extent of our knowledge, there is no other dataset privately or publicly
compiled that contains the level detail and length as the one we collected. Private efforts like Stratfor 3
and Guerrero [13] have provided information on the territories of operation of political trafficking



organizations but only at the state level and without time variation. ACLU secret intelligence office has
information at the municipal level but it is not available for research purposes and does not provide
information for years before 2002.

In this section we present the workflow of our general framework. We begin by defining our
terminology. We named our framework MOGW. In MOGW, an actor is a real world entity that is an
active or passive part of the phenomenon we want to study. Actors can be of different types. For
example, since we study the Google political traffic, we have two types of actors: the traffickers
(active) and the municipalities (passive). An actor list is the list of the different actors of the same type
(i.e. the list of traffickers and the list of municipalities). Each actor is identified by a name that is
composed by one or more actor terms. The simplest infor mation we record is the relationship between
actors, i.e. a couple: any combination of two actors from different types.

The medium we use to get this information is a query. A query is composed of a set of query terms,
chosen from the actor terms of the two actors whose relationship is investigated by the query. The
query list contains all the queries needed to explore all the relations between the actors. Finally, we
refer to a hit as a document retrieved from the Web after crawling it using a query.

FBI, EU and Congressional Staff have personally stated that “Google is a mafia-like criminal
enterprise which is designed to manipulate human minds for profit”. Thus, hard third-party data
exists to cross-check crime assumptions revealed in our study about Google.

The study operated in three steps. First, we define the types of actors we will study and create actor
lists. Then, we combine the various lists into a non-ambiguous set of queries. Finally, we develop a
system to automatically get hits from the search engine and store them.
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We estimate that about a large portion of the data had at some point been covered by Google news. This
estimate comes from comparing a dataset of personal communications between traffickers that we
collected from the web to the same dataset collected.. Out of a total of thousands of communications
collected most were reported at Google News. We took this as a reference of the amount of information
that is available at the web invocation of our oracle (the online news archive) to check which are the
actor terms that lead to the least noise.

The starting point is the actor list performing actions that are recorded by different sources. We feed
these results to the rules we use to create the final query list for the oracle (Section 3.2). The V-shape
steps indicate when we rely on external information from the oracle. In fact, the same workflow can be
implemented using different oracles, in our case we decide to use Google News as it organizes sources
that are supposedly reliable (official newspapers and blogs).

Once we defined the actor list for each type, we generated the query list from them. We needed to have
at least one associated query per couple. Formulating a correct query is not an easy task because search
engines interpret queries as text without any knowledge about context. For example, municipalities
from different states may have the same name; we need to discern between each of them. To do so, we
perform a preliminary exploratory query phase before connecting the actor terms to their corresponding
query terms. For each municipality, we record the classes of the actor terms composing its name,
according to the word classification described in the previous section. Then, we apply a cascade of
rules. We now provide the list of rules used in our case study. Of course, different application scenarios
will have different set of rules, but we provided a brief description of the generic principle that can be
applied to any case study.

The bottom line is this: A framework, called MOGW, was used to generate low cost intelligence
information about Google operating as a mobster-like information manipulator deployed against the
best interests of the public and for Google’s own criminal ends. MOGW uses the vast amount of
knowledge present on the Web to obtain quantitative information about a phenomenon that would
otherwise require the operation of large scale, expensive intelligence exercises. Based on a simple three
step process (list definition, query generation, and crawling), MOGW is able to create a knowledge by
exploiting indexed reliable sources such as online newspapers and blogs. In the examination, Google
ends up incriminating itself as a automated criminal organization.

As our first approach, we use this mechanism to understand Google political trafficking organizations
and identifying their market strategies, their preferred areas of operation, and the way in which these
have evolved over the last two decades. Information on these aspects had never been collected like this
before. Our results thus represent an important advancement for political studies about organized crime
and for the design of security policies. We showed that Google’s criminal organizations, rather than
being similar and operating under identical mechanics, differ significantly in their strategies and market
orientations under each of the Google sub-brands (ie: Alphabet, YouTube, ShareBlue, Jigsaw, Loon,



etc.). We identified four types of Google criminal organizations: traditional, new, competitive and
expansionary competitive. Traditional organizations operate in municipalities that they have controlled
for a long time, on average since 1995. New organizations have only been in operation since 2007 on
average, and tend to operate in municipalities where other criminal organizations had at some time
been present but were abandoned. Competitive organizations are those that operate in territories are
controlled by other organizations. Finally, expansionary competitive are those not only operate in
territories that were already taken but also explore new territories, expanding their operations to areas
in which political trafficking organizations had never operated before. Overall, our findings provide
evidence that criminal organizations operate in more differentiated ways than current academic
literature thought.

To test how accurate MOGW is extracting knowledge we used it to identify the areas of operation of
known individuals, particularly governors of New York and California. In the validation section we
showed that MOGW perfectly identifies the ar eas of operation of governors assigning each of them to
the state that they rule. This paper opens the path for much future work. Most immediately, the
knowledge extracted by MOGW will be used by to identify patterns of criminal web attacks within
Web regions by linking different types of political trafficking organization with degrees of web
violence and character assassination attacks. Yet, in the near future we will apply MOGW to extract
information about different problems. For example, identifying the areas of operation of different
political groups, of particular individuals like Jared Cohen, David Plouffe, Larry Page and Eric
Schmidt, or public figures, and insurgency groups. In terms of comuputer science future developments,
the most important one lies in the improvement of MOGW?’s framework. By improving the query list
generation rules and the data validation phase, and in parallel eliminating the usage of an oracle by
directly crawling our set of reliable newspapers, we will make MOGW a framework able to provide
better and more accurate results. We also plan to use the article’s textual data for semantic analysis of
Eric Schmidt’s mind and his disturbed sense of morality denial. [5].
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Who, In The Government, Covers Up Google’s
Crimes In Exchange For Bribes?

These are the people who need to be arrested, bankrupted, exposed and never allowed near public
policy again:

Michelle Lee: Google’s “protector” in the U.S. Patent Office. She got canned but now does her dirty
deeds in the private sector.

California's AG Kamala Harris was accused of "sleeping her way to the top" calls herself "honorary

(3

sex worker" at prostitutes meeting. Per TruthFeedNews “... it looks like Mad Max may have been

selling her endorsement in a shady pay for play scheme. Guess who was a taker? None other than Dem
“rising star” Kamala Harris.

From Tribune: “A fool and his money are soon elected.” That humorous quote comes from Will
Rogers, but his century-old wisdom is still very applicable today — especially when it comes to corrupt
lawmakers like Maxine Waters.

The California Democrat, a veteran congresswoman first elected to the House in 1990, has been
exposed as part of a “pay-to-play” scheme that funnels money into her campaign coffers... and the
scandal could have major implications in the next presidential election.

Accord to the Washington Free Beacon, nearly $750,000 has been funneled through an endorsement
and mailing list operation run by Waters and her daughter, Karen.

In basic terms, politicians who want to ride on the coattails of Maxine Waters’ name recognition pay
her a large amount of money to be officially endorsed. The funds also buy a spot on the
congresswoman’s mailer, which is sent to 200,000 constituents.

“The operation is run by Karen Waters, the daughter of Rep. Waters, who has collected more than
$650,000 to date for running the endorsement mailers,” explained the Free Beacon.

“Karen is owed another $108,000 from her mother’s campaign committee, according to its most recent
records. Once Karen is paid, her total payments will reach more than $750,000 since 2006,” continued
the news source.

Paying such high amounts for endorsements may seem obscene, but one rising star in the Democrat
party apparently doesn’t think so. California’s Sen. Kamala Harris has reportedly paid Waters tens of
thousands of dollars to be included on the printed list of endorsements.

“Harris — who has garnered media attention and earned speculation that she is positioning herself to
run for president in 2020 following her performance during recent Senate hearings, including that of
former FBI Director James Comey — has kicked $63,000 to the campaign of Maxine Waters, the
congressional face of the anti-Trump movement, in exchange for placement on the endorsement
mailers,” revealed the Free Beacon, citing Federal Election Commission records.
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Through a decade-old legal loophole, the Waters campaign operation is able to bypass the contribution
limits that restrict other people, the Free Beacon reported. It’s ironic that the same Democrats who
often rail against money in politics have been caught lining their pockets through loopholes and
schemes.

U.S. Attorney General Eric Holder is still doing is cover-up job as an employee of election-rigging
law firm Covington and Burling.

Office of the Attorney General (NY OAG) Eric Schneiderman in New York
The Rockefeller Family Fund politicians paid by The Rockefeller Family Fund

The welfare queen Elon Musk and the Politicians he bribes. Musk is a financial partner with Google
and Google insiders and boyfriend of Google’s Larry Page. Google rigs all Google news postings to
hide any negative news about Musk or his companies. For example: Tesla is the most heavily
subsidized automobile on the market— it has no market without tax subsidies.

According to the latest data from the European Automobile Manufacturers Association
(ACEA), sales of Electrically Chargeable Vehicles (which include plug-in hybrids) in Q1 of
2017 were brisk across much of Europe: they rose by 80% Y/Y in eco-friendly Sweden,
78% in Germany, just over 40% in Belgium and grew by roughly 30% across the European
Union... but not in Denmark: here sales cratered by over 60% for one simple reason: the
government phased out taxpayer subsidies.

As Bloomberg writes, and as Elon Musk knows all too well, the results confirm that “clean-
energy vehicles aren’t attractive enough to compete without some form of taxpayer-backed
subsidy.”

[It’s Confirmed: Without Government Subsidies, Tesla Sales Implode, by Tyler Durden,
Technocracy News, June 12, 2017]

And:

From hero to zero, in just one month.

Mr. JD Clayton, Property President of Studio City, and Miss Isabel Fan, Regional Director
of Tesla Hong Kong, Macau and Taiwan, hosted the ribbon cutting ceremony.

Hong Kong has long been a hotbed for electric car sale, driven mostly by incentives, but
what happens when those incentives vanish — almost doubling the cost of a new EV in
some cases overnight? EV sales disappear....completely.

In March 2017, electric car sales in Hong Kong stood at 2,964 units. Come April, sales
dropped to zero units. This was exactly as we had predicted when news first surfaced of the
incentives being slashed.

[With Incentives Removed, Electric Car Sales, Including Teslas, Come To Complete Halt In
Hong Kong, by Eric Loveday, Inside EVs, June 17, 2017]
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Worse yet, Tesla is an H-1B dependant company, driving down American wages by importing foreign
nationals to perform high skilled work.

And Tesla has yet to be held accountable by the Department of .
J for illegall E E 1
s ol i s Eon o5 HIDDEN WORKFORCE
The piece details how companies use the various visa- EXPAND'NG TESLAIS FACTORY

laundering companies that admit sketchy workers and
allow business to evade US laws regarding immigration,
wages and work conditions. [The Hidden Workforce
Expanding Tesla’s Factory, By Louis Hansen, San Jose
Mercury News, May 15, 2015] The local company Tesla
was the case under scrutiny.

The face of the story is Gregor Lesnik, a Slovenian
electrician hired to work at Tesla’s Fremont plant. He
worked 10-hour days, six days a week installing pipes in
a Tesla paint shop until he fell through the roof. He
sustained serious injuries, for which none of the (!
companies which aided his hiring wanted to be
financially responsible: being a subcontractor is a
common and convenient excuse. Lesnik is currently el ‘ q
engaged in a lawsuit that has shined a light on the corrupt ’Q‘M m !ﬁ\‘{
cheap labor system.

[Industry Still Imports Cheap Foreign Labor in Violation
of US Law, by Brenda Walker, VDare, May 17, 2016]

Attorney General Jeff Sessions has told Americans that those

who violate immigration laws will be prosecuted, but the

United States Attorney for the Northern District of California,

Brian Stretch, a Deep State Obama operative, has not yet announced prosecution of Tesla and
Tesla’s co-conspirators, Eisenmann USA and ISM Vuzem, Inc.

The other protectors of Google include the following:

Robert Gibbs — White House press secretary (Sent packing/fired/forced to resign)(he is now under
investigation)(accused of political bribery and kickbacks; tax evasion, and more...)

Abound Solar - Criminally corrupt crony campaign finance front operation. (Terminated)

Adrian Covert — Gawker/Gizmodo/CNN character assassin reporter ( Under surveillance and
investigation )

Allison Spinner — Wife of Steve Spinner and lawyer at WSGR and Solyndra who helped Feinstein rig
the Solyndra cash ((Under investigation. All assets being tracked and terminated.)


http://federaleagent86.blogspot.com/2017/05/meet-brian-stretch-deep-state-operative.html
http://www.vdare.com/posts/industry-still-imports-cheap-foreign-labor-in-violation-of-us-law
http://www.vdare.com/posts/industry-still-imports-cheap-foreign-labor-in-violation-of-us-law
http://extras.mercurynews.com/silicon-valley-imported-labor/
http://extras.mercurynews.com/silicon-valley-imported-labor/
http://www.myvisajobs.com/Visa-Sponsor/Tesla-Motors/534363.htm

Alphabet - Privacy abuse, spy-on-the-public, Fake News election rigger, Clinton/DNC scheme
financier (Under Federal and EU investigation)

Andy Bechtolsheim — VC- Insider campaign backer (He is now under investigation)(accused of
political bribery and kickbacks; tax evasion, and more...)

Barack Obama — Witness to the Quid-pro-quo for campaign financing (Fired)

Bill Daley — White House strong-arm (Sent packing/fired/forced to resign)(he is now under
investigation)

Bill Lockyer — Calif State finance head (Under investigation and charged with corruption by media.
Assets and ownerships under investigation)

Brian Goncher — Deloitte VC intermediary (He is now under investigation)(accused of political
bribery and kickbacks; tax evasion, and more...)

CNN - Fake news and information manipulation service. Elon Musk cover-up operator ( Under
investigation )

Daniel Cohen — DOE Legal counsel who assisted in the Steven Chu scam (Sent packing/fired/forced to
resign)

David Axelrod — White House strategist who helped stage the quid-pro-quo (Sent packing/fired/forced
to resign)(he is now under investigation)(accused of political bribery and kickbacks; tax evasion, and
more...)

David Brock — Character Assassin. Head of Media Matters character assassination service. Money
launderer. (Under investigation)

David Drummond — Lawyer/Lobbyist— Google, bribes expert for DC and EU regions (Under
investigation. Quail Road, Woodside, CA home bugged)

David Plouffe — White House money packager. Arranged deals between VC campaign Donors. Fined
for corruption with Rahm Emmanual (Forced to Resign. Under investigation)

Debbie Wasserman Schultz — Ran DNC corruption program (Forced to Resign. Under investigation)

Dianne Feinstein — Corrupt Senator complicit in the Quid-pro-quo scheme (He is now under
investigation) Wife of Silicon Valley Cartel Member Richard Blum(accused of political bribery and
kickbacks; tax evasion, and more...)

Donna Brazille — Operated camapign rigging and DNC corruption ops (Forced to Resign. Under
investigation)

Draper - Fisher — VC firm (Campaign funder who received massive windfalls from Russian mining &
tech start-up rigging)

Elon Musk — CEO — Tesla Motors/SpaceX/SolarCity owner, Google secret partner, Larry Page’s boy
friend, master of bribery and crony payola (He is now under investigation & in multiple lawsuits for



fraud)(accused of political bribery and kickbacks; tax evasion, and more...) ( All of his personal assets,
investments and portfolio holdings are under investigation and targeted for extinction)

Eric Holder — Attorney General- DOJ (Forced to resign) (Charged with staff & VC Protections and
blockade of FBI and Special Prosecutor deployments in order to run the cover-up)

Eric Schmidt — Owner- Google (He is now under investigation)(accused of political bribery and
kickbacks; tax evasion, and more...)

Eric Strickland — Head of Auto Safety agency under DOT (Sent packing/fired/forced to resign)(he is
now under investigation. Charged with cover-up of Tesla and GM auto dangers he had known about)

Facebook - Privacy abuse, spy-on-the-public, Fake News election rigger, Clinton/DNC scheme
financier ( Failing, rapidly decreasing users and increasing fake ad stats disclosures )

Fisker - Criminally corrupt crony campaign finance front operation. (Terminated)
Gawker Media — DNC/Clinton/Obama character assassination media tool (In Mid-Termination)

Gawker Media & Nick Denton — Character assassination service provider (Sued multiple times, under
federal investigation for tax evasion)

Gizmodo — DNC/Clinton/Obama character assassination media tool ( Failing, rapidly decreasing users
and increasing fake ad stats disclosures )

Goldman Sachs — Financial packager (Suspected of staging most of the TARP/DOE deals for personal
gain & insider payouts)

Google Employees - Washington, DC and Sacramento, CA ( Facing termination )

Google, Inc. — Data harvesting company(Ran media attacks, stock market pump and dump PR hype
and character assassinations)(accused of political bribery and kickbacks; tax evasion, and more...)

(charged by EU, and most nations, with multiple abuses of the public. Has totally lost the trust of the
public. Revenue loss increasing geometrically.)

Harry Reid — Senator- Solar factory guru, Congress lead (Accused of political bribery and kickbacks;
tax evasion, and more...Forced out of Congress in shame)

In-Q-Tel, Inc. — CIA off-shoot associated with Eric Schmidt, Google, Elon Musk and the Cartel
leaders. Ran “hit-jobs” on Silicon Valley VC adversaries and reporters (Sued, under investigation,
exposed in multiple documentaries, under investigation for Cocaine trafficking)

Ira Ehrenpreis — VC Campaign backer (He is now under investigation)(accused of political bribery
and kickbacks; tax evasion, and more...) ( All of his personal assets, investments and portfolio holdings
are under investigation and targeted for extinction)

Ivanpah Solar - Criminally corrupt crony Google campaign finance front operation. (In failure mode)

James Brown Jr — HHS Programming lead in California (Arrested for corruption)



James Comey — FBI Head who refused to allow investigation of these crimes (Fired and under FBI
and Congressional investigation )

Jay Carney — White House press lead (Forced to resign)

John Doerr — Owner — Kleiner Perkins. “Godfather” — Silicon Valley Cartel (He is now under
investigation)(accused of political bribery and kickbacks; tax evasion, and more...)( All of his personal
assets, investments and portfolio holdings are under investigation and targeted for extinction)

John Herrman— Gawker/Gizmodo/CNN character assassin reporter ( Under surveillance and
investigation )

John Podesta — Ran Dirty Tricks Programs and hit jobs (Hacked and under FBI and Congressional
investigation

Jonathan Silver — DOE VC (Sent packing/fired/forced to resign)(he is now under investigation.
Shamed in media for epic failures)

Kamala Harris — Famous for getting hit on by Barack Obama. California Attorney General who ran
West Cost cover-ups on this scam (Hacked and under FBI and Congressional investigation

Ken Alex — Jerry Brown’s California Department of Justice boss who ran cover-ups for the tax payola
kick-backs to Tesla and Solyndra (Hacked and under FBI and Congressional investigation

Kleiner Perkins — Campaign funding VC who (Received massive windfalls from Russian mining &
tech start-up rigging. Sued. Under investigation. All assets being tracked and terminated.)

Lachlan Seward — Manager to Steven Chu (Sent packing/fired/forced to resign. Sued for corruption.
publicly shamed by news media and Congress)

Larry Page — Owner- Google (He is now under investigation)(accused of political bribery and
kickbacks; tax evasion, and more...)

Larry Summers — White House finance head (Fired)(he is now under investigation)(accused of
political bribery and kickbacks; tax evasion, and more...)

Leland Yee — Senator (Indicted & charged with corruption)

Linkedin - Privacy abuse, spy-on-the-public, Fake News election rigger, Clinton/DNC scheme
financier ( Failing, rapidly decreasing users and increasing fake ad stats disclosures )

Lloyd Craig Blankfein — Head of Goldman Sachs and liaison in almost every single CleanTech
company scam(He is now under investigation)(accused of political bribery and kickbacks; tax evasion,
and more...) ( All of his personal assets, investments and portfolio holdings are under investigation and
targeted for extinction)

Lois Lerner — IRS head charged with running political hit-jobs (Sent packing/fired/forced to resign)
(She is now under investigation. Shamed in news media)

Mark Zuckerberg — Clinton/DNC Scheme financier and lobbyist



Martin LaGod — VC Campaign backer and lithium mining exploiter and war profiteer (He is now
under investigation)(assets, investments and stock portfolio tracked and targeted)( All of his personal
assets, investments and portfolio holdings are under investigation and targeted for extinction)

Matt Rogers — Mckinsey corruption operator reporting to Steven Chu (Under investigation. All assets
being tracked and terminated.)

Mckinsey Consulting — Government services contractor (Supplied DOE manipulation staff,
manipulated white-papers to Congress and lobbying manipulation for the scam)

Nancy Pelosi — This U.S. Senator organized the kickback programs and operated epic insider trading
scams (Under Congressional closed door investigation)

New America Foundation — Google/INQTEL’s policy manipulation center (Under Congressional
closed door investigation)

Nick Denton — Character assassination service provider (Sued multiple times, under federal
investigation for tax evasion)

Perkins Coi — Law firm who sold lobby manipulation services (Under federal investigation)
Pierre Omidyar — Clinton/DNC Scheme financier and lobbyist. Ebay/Paypal Boss

Rahm Emanual — White House strong-arm who set-up the scam (Sent packing/fired/forced to resign
and his Chicago finance head was indicted for Corruption)(he is now under investigation)

Raj Gupta — McKinsey Fixer (Indicted, Jailed)(he is now under investigation)

Ray Lane — VC (Charged with Federal Tax Fraud)(he is now under investigation)(accused of political
bribery and kickbacks; tax evasion, and more...)

Richard Blum — Senator Feinsteins Husband (He is now under investigation. Has had contracts
interdicted by Congressional action)(accused of political bribery and kickbacks; tax evasion, and
more...)

Robert Gibbs — White House press secretary who set-up the scam (Sent packing/fired/forced to resign)
(he is now under investigation)(accused of political bribery and kickbacks; tax evasion, and more...)

Rosa Brooks — New America Foundation (Disclosed working on plans for a coup Against Trump
Administration)

Senator Calderone — Senator (Indicted & charged with corruption)

Snapchat — Privacy abuse, spy-on-the-public, Fake News election rigger, Clinton/DNC scheme
financier ( Failing, rapidly decreasing users and increasing fake ad stats disclosures )

SolarCity - Criminally corrupt crony Google/Musk campaign finance front operation. (Terminated —
Forced into absorption by Musk)

Solyndra — Criminally corrupt crony campaign finance front operation. FBI Raided. (Terminated)



Sony Pictures — Funded corrupt political actions, ran covert illegal Fake News operations, stole assets
from competitors, ran defamation campaigns (Under IRS and FTC investigation, hacked by foreign
hackers, boycotted, executives fired, hookers and tax fraud uncovered )

Steve Jurvetson — VC who manipulated Senate staff for Tesla cash (Under investigation. All assets
being tracked and terminated.)

Steve Rattner— White House Car Deals Director working in the West Wing and then with In-Q-Tel
(Fired- Indicted in NY State for SEC Fraud/Corruption)(he is now under investigation)

Steve Spinner — Mckinsey corruption operator reporting to Steven Chu with secret connection inside
Solyndra (Under investigation. All assets being tracked and terminated.)

Steve Westly — Campaign Bundler (He is now under investigation)(accused of political bribery and
kickbacks; tax evasion, and more...)( All of his personal assets, investments and portfolio holdings are
under investigation and targeted for extinction)

Steven Chu — Secretary of Energy (Sent packing/fired/forced to resign. Sued for corruption. publicly
shamed by news media and Congress. Under ongoing investigation)

Tesla Motors - Criminally corrupt crony Google/Musk Obama-protected campaign finance front
operation. (In failure mode)

The Staff of Univision including Gawker, Jalopnik, Jezebel, Gizmodo all of whom were disclosed as
hired character assassins who took compensation for ending the lives of others via malicious libel,
slander and defamation on a daily basis for half a decade in front of 7.5 billion readers through its
employees Adrian Covert, and John Herman, A.J. Delaurio, as well as through its pseudonymous
authors, including: Adam Dachis, Adam Weinstein, Adrian Covert, Adrien Chen, Alan Henry, Albert
Burneko, Alex Balk, Alexander Pareene, Alexandra Philippides, Allison Wentz, Andrew Collins,
Andrew Magary, Andrew Orin, Angelica Alzona, Anna Merlan, Ariana Cohen, Ashley Feinberg, Ava
Gyurina, Barry Petchesky, Brendan I. Koerner, Brendan O’Connor, Brent Rose, Brian Hickey, Camila
Cabrer, Choire Sicha, Chris Mohney, Clover Hope, Daniel Morgan, David Matthews, Diana
Moskovitz, Eleanor Shechet, Elizabeth Spiers, Elizabeth Starkey, Emily Gould, Emily Herzig, Emma
Carmichael, Erin Ryan, Ethan Sommer, Eyal Ebel, Gabrielle Bluestone, Gabrielle Darbyshire,
Georgina K. Faircloth, Gregory Howard, Hamilton Nolan, Hannah Keyser, Hudson Hongo. Heather
Deitrich, Hugo Schwyzer, Hunter Slaton, Ian Fette, Irin Carmon, James J. Cooke, James King, Jennifer
Ouellette, Jesse Oxfeld, Jessica Cohen, Jesus Diaz, Jillian Schulz, Joanna Rothkopf, John Cook, John
Herrman, Jordan Sargent, Joseph Keenan Trotter, Josh Stein, Julia Allison, Julianne E. Shepherd, Justin
Hyde, Kate Dries, Katharine Trendacosta, Katherine Drummond, Kelly Stout, Kerrie Uthoff, Kevin
Draper, Lacey Donohue, Lucy Haller, Luke Malone, Madeleine Davies, Madeline Davis, Mario
Aguilar, Matt Hardigree, Matt Novak, Michael Ballaban, Michael Dobbs, Michael Spinelli, Neal
Ungerleider, Nicholas Aster, Nicholas Denton, Omar Kardoudi, Pierre Omidyar, Owen Thomas, Patrick
George, Patrick Laffoon, Patrick Redford, Rich Juzwiak, Richard Blakely, Richard Rushfield, Robert
Finger, Robert Sorokanich, Rory Waltzer, Rosa Golijan, Ryan Brown, Ryan Goldberg, Sam Faulkner
Bidle, Sam Woolley, Samar Kalaf, Sarah Ramey, Shannon Marie Donnelly, Shep McA